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What We'll Cover

Join us in a deep dive session explaining and
showcasing the recent features and functionalities that
we have developed for our Three Lines of Defense
GRC solutions in the light of the business benefits for
you.

Learn about what' new with SAP Audit Management
including our innovation with Embedded Analytics.
Understand what it takes to integrate with SAP
Signavio, and what other integrations we provide
Let's check out the gems provided for SAP Risk
Management and SAP Process Control.
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Disclaimer

The information in this presentation is confidential and proprietary to SAP and may not be disclosed without the permission of SAP.
Except for your obligation to protect confidential information, this presentation is not subject to your license agreement or any other
service or subscription agreement with SAP. SAP has no obligation to pursue any course of business outlined in this presentation or
any related document, or to develop or release any functionality mentioned therein.

This presentation, or any related document and SAP's strategy and possible future developments, products and or platforms
directions and functionality are all subject to change and may be changed by SAP at any time for any reason without notice. The
information in this presentation is not a commitment, promise or legal obligation to deliver any material, code or functionality. This
presentation is provided without a warranty of any kind, either express or implied, including but not limited to, the implied
warranties of merchantability, fitness for a particular purpose, or non-infringement. This presentation is for informational purposes
and may not be incorporated into a contract. SAP assumes no responsibility for errors or omissions in this presentation, except if such
damages were caused by SAP’s intentional or gross negligence.

All forward-looking statements are subject to various risks and uncertainties that could cause actual results to differ materially from
expectations. Readers are cautioned not to place undue reliance on these forward-looking statements, which speak only as of their
dates, and they should not be relied upon in making purchasing decisions.



Agenda

01 Innovation: Embedded Analytics in SAP Audit Management

02 Integration of SAP Process Control and SAP Risk Management with SAP Signavio
03 SAP Risk Management: One Single Entry and Personalization

04 SAP Risk Management: Enhanced Reporting with MS Word

05 SAP Process Control: NIST Control content

06 SAP Risk Management: Risk Category Owner

07 SAP Risk Management: Trending Heatmap

08 SAP Process Control: UCF Integration

09 SAP Process Control: MCP — CCM integration
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01 SAP Audit Management— Q1 / 2024
Release 1.7 — Embedded Analytics DECEZEVETE.

Fully integrated analytics out- Streamline analysis and empower
Development of Embedded Analytics of-the box with visual ‘ & users with deeper insights into data,

with one overview and three representation of data, for a % using preconfigured, analytical SAP

analytical detail pages and altogethe quick insights across various Fiori apps for audit, finding, and
13 analytical charts. aspects. action plan including visual
presentation.

Audit - Insights

Audit Management Analyze Audit Analyze Findings Analyze Action Plans
Overview Engagements
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https://help.sap.com/whats-new/f60a503ff0c2438bac4ae101259fe8cc?locale=en-US&state=DRAFT

02 SAP Process Control
Control Integration with SAP Signavio

Investment, Customer Value and Business Benefit

As a first step, a basic integration Reducing duplicate maintenance
M Q has been developed that allows to 4 @ effort on controls while enabling
@% upload, download and link control 5 a more seamless information
information of SAP Process Control integration.
with SAP Signavio.

Look and Feel

Check out the video:

SAP Process Control
Integration with SAP Signavio

SAP
July, 2023

Public

3341419 - Integration between SAP Signavio and SAP Process Controls - SAP ONE Support Launchpad

INTERNAL — SAP and Customers Only

Authorized users can directly drill
down from the SAP Signavio
control into SAP Process Control
and subsequent local control
details showing control results,
evidence, and issues.


https://launchpad.support.sap.com/

02 SAP Process Control and SAP Risk Management

Risk Integration with SAP Signavio

As a second step, a basic integration
has been developed that allows to

5] l@upload, download and link risk
information of SAP Risk

Management with SAP Signavio.

Reducing duplicate
maintenance effort on risks
while enabling a more
seamless information
integration, also considering
the process, risk and control
coverage.

Authorized users can directly drill
down from SAP Signavio control
into SAP Risk Management and
subsequent local risk and
assessments as well as associated
controls.

(Contral Process  Central Subprocess  Risk Template Risk Torplate Description  Impact Category Impact Comment  Driver Category Driver Commant  Signavio URL (Central Risk)
10.8 Manage Tax 10.8.1German VAT Loss of money Loss of money Impacts  Total Expenses  Loss of money  Liquidity Missing VAT
SAP's bquidty retum impacts  Loss of money
SAP'slquidity  (nttps:iGRA BSS.NETSAPIsapbewebdynprolsapigm_crisk_oif?

[Print
Signavio URL (Central Risk with Local Risks)

2000_Germany Ltd,
(htps /IGR4 BSS NET.SAP/sspib

cliont=100833p-language=EN)
10.8 Manage Tax 10.8.1 German VAT  TAX_10.8.1 VAT Return not claimed VAT Retum not claimed  Total Experses  Missing VAT retun Tax Risks var
TAX_10.8.1 VAT Return not claimed
(ntips./IGRA BSS.NET.SAPsapibciwebdynprolsapigmm_crisk_off?
1D=( Y.

client=1008sap-language=EN)

4000_Germany GmbHACo KG
(neapsIGRA BSS.NET.SAP/sapibe/webdynpro/sap/grp

client=100&sap-language=EN)

INTERNAL — SAP and Customers Only

cliont=100&sap-language=EN),
2000_Germany Ltd.
(ntps /IGRA BSS.NET.SAP/sapbciwebaynpro/saplgrp

client=100&s3p-language=EN)



https://launchpad.support.sap.com/

03 SAP Risk Management
One Single Entry Screen and Personalization

For GRC 12.0 we have worked from Reason was to provide an one

Enhance the user experience
, IQ SP 14 to 19 to create 3 completely single entry screen to ‘ & with an increased efficiency in

ARS new Fiori tiles: streamline the management of a % screen flow.
(a) Manage Risk risks and related information.

(b) Manage Response
(c) Manage Activities

Global TR1 ULR1 Unchanged Delete | | Show Change History Global TR1 ULR1 Unchanged
50080168

General Information ~ Roles . RelatedRisk . Analysis Survey  Aftachments&Links  Notes (0)
Created By: Patrick Doench ~ Risk Type: RiskLevel:  Status:

Created On: 08.03.2021 Operational Risk High Active L

Changed By: Patrick Doench

Changed On: 08.03.2021 Analysis

General Information ~ Roles~  RelatedRisk ~  Analysis . Responses(3)  Survey  Aftachments & Links

=
Basic Information Risk Level Trend Probability Level Trend Impact Level Trend

Name: Activity: Valid From:
Global TR1 ULR1 Unchanged 2021 New Reports Test Act (Global) 08.03.2021

Organizational Unit: Risk Category: Valid To:
2021 New Report Test OU (Global) Insurance 31.12.9999

Secondary Org. Unit: Trend:

Additional Information

GRG Status Update:
Rationale and Source:
GRC Risk Summary:

&

Risk Detalls: ULR Risk Detalls: Lorem ipsum dolor sit amet, consetetur sadipscing elir, & & @a"'“ @'f
sed dlam nonumy elrmod tempor invidunt ut labore et dolore magna : i : o ,ﬁ ,P'i‘

aliguyam erat, sed diam voluptua. A vero eos et accusam et Justo duo

dolores et ea rebum. Stet clita kasd gubergren, no sea takimata sanctus

est Lorem lpsum dolor sit amet. Lorem ipsum dolor sit amet, consetetur ey P

sadipscing elitr, sed diam nonumy eifmod tempor invidunt ut labore et

dolore magna aliquyam erat, sed diam voluptua. At vero eos et accusam

et juste duo dolores et ea rebum. Stet clita kasd gubergren, no sea

takimata sanctus est Lorem ipsum dolor sit amet.Lorem ipsum dolor sit

amet, consetetur sadipscing elitr, sed diam nonumy eirmod tempor

invidunt ut labore et dolore magna aliquyam erat, sed diam voluptua. At

INTERNAL — SAP and Customers Only 8



03 SAP Risk Management
Personalization Options for One Single Entry Screen

With the component
UIGRRMPC 200, we have
introduced additional

Switch off and of course also An ultimately streamlined end-
switch back on sections or fields user experience to make daily

that are not relevant for the daily work easier and more efficient.

personalization options for all work, while of course mandatory
three new Fiori applications. fields may not be excluded.

< SAP Personalization Settings v

Field Visibility

v Ul Section ~ Ul Section

Manage Activities Manage Activities
[ (1) Show or hide the fields.

Manage Risks Manage Risks

Manage Responses Manage Responses.
Section Show on Ul Field

> Field Visibility ~ Field Visibility
@ General Information (ves Name
Report Template > Manage Activities

Roles Manage Risks (ves Organizational Unit

Related Risks Manage Responses Secondary Org. Unit
Analysis Report Template Activity

Risk Category
Survey | Trend
validation (v Valid From
Attachments & Links Q Valid To

Notes Description

INTERNAL — SAP and Customers Only 9



03 SAP Risk Management
Ul Flexibility

We have introduced a field control
view for risk, called
V_GRRM_FLD_CNTRL that can be
maintained via transaction SM30
and has been developed from
SP14-SP16.

~
“ Al Beposses (1) SUvey WeBeton Amecwents B Unks ot (L)

Veaa) Frum
(0 One Singe By Sowen Progan g 2008 2022

eld
(0 Weermatona Laws and Repanons. 112000

INTERNAL — SAP and Customers Only

Now it can be centrally
determined which fields are
visible, which are mandatory and
what kind of tool tip text should
be displayed, including custom-
defined fields.

i o f f £ ¢ f f &£ f f f @  f § & of o

This feature allows to adapt screens
to the real business processes and
activities while increasing the end
user support with adaptable
messages as well as reducing the
“noise”.

10



04 SAP Risk Management
Re_porting Options and Personalization

Investment, Customer Value and Business Benefit

Enhancement of reporting engine Reporting templates can now Business users can now create
4 Q and integration into the y | & directly be developed in MS Word ’ & their individual reporting
application Generate Report. a :‘;‘d canl.thi.n be. usleilj.from V‘;'th'n a % templates to meet the h.ee.zds of
Template provisioning to provide de?‘i:ZS ;ictjlc;(s)n Including custom- various stakeholders utilizing the
starting point. : powerful MS Word features and
toolbox.
Look and Feel
i - » H XML Mapping =

Click or tap here to enter text

lick or tap here to enter text Click or tap here to enter text Click or tap here to enter text. | http//w

Uploading Global Report Template

5I5_RE_FREQUENCY
SIS_RE_PROBABILITY_LEVEL

v ©  Cancel

NI R4 10— SRR 2

RISK/S1098673

Entity Risk

RM_SOW_2Z__ MO_GRP_2017_TRO6_UL =77 T P
Rd - uUnlikely

Download template CUSTOM DEFINED FIELDS

r R = =
® Upload templae ) Field Name Field Value
Delete template Pt i .
MO_GRF_Z017_TROG_ULAS Dascrigtion lissid
Upload Template DRIVERS IMPACTS EUR
T P Driver Driver Category Impact Impact Category
Kk or tap here
vload path and file AAZATION UK
Customer Defined Fields i Cybarsacuriy and Sacurity  Oparational LA _Erazil
I
Field Name Field Walue
ROLES
Name User ID Full Name Email Ratiabe ael Soumea MO_GRP 2017 TROE_LILRA Cin ditan, Lt igrih sale it disst.
E IMPACT_ID
IMPACT_TEXT

IMPACT_CATEGORY
IMPACT_CATEGORY_TEXT

Get Sample Custom XML File | SAP Help Portal Generate Report | SAP Help Portal Create Word Templates with Content Controls | SAP Help Portal

INTERNAL — SAP and Customers Only 11


https://help.sap.com/docs/SAP_RISK_MANAGEMENT/6d4d081830f84eb296d7062a45f96e37/75fd5de58a6f4c5f8f26b356d6780767.html
https://help.sap.com/docs/SAP_RISK_MANAGEMENT/6d4d081830f84eb296d7062a45f96e37/1eb33b10c8f841e9a1aca4b8da316f47.html
https://help.sap.com/docs/SAP_RISK_MANAGEMENT/6d4d081830f84eb296d7062a45f96e37/27492c25ac4846178b352e81aa2dbff0.html

05 SAP Process Control— Q1 / 2024

National Institute of Standards and Technology (NIST) Content
based on Control Framework 1.1 and 2.0 with NIST.SP.800-53.r.5 Control Catalog

We have prepared an MDUG file to Easy-to-use, publicly available

_ _ Enhance the user experience
lﬁmake it easier for our customers to content. ‘ & by provisioning of prepared

5] l@directly consume NIST control Suitable for production a % content
content. The file provides systems as well as test data.
necessary guidance given the
customizing specifics.

Process Structure Control: AC-2(4)

CONTROL NAME: Show | Vear (2023 | [Apply] Acwanced Creste | [Open| [Delete] [Actians ] General  Regurement  Risks
Policy and Procedures
Hame Type Description: CONTROL MAME:

o O v NIST Processes and Contros — Account Management | Autamated Aucit Acions
a. Develop, document, and : O v AC_Access Controt Subprocess CONTROLTEXT.
1 e T level] = L . : o et Cortral Ausomaticalt audit sccou reatian, modification. enabling.
CONTROL NAME: o s . disabiing, and remaval actors.
Account Management o Ac2 Cansrol oiscussion:
Control Aecount mansgement udi records are defined in accordance
CONTROL TEXT: o Wi AL-Z 30 reviewed, analyzed, and 600red i accordnce

- Control with A5,
a. Define and document the types of accounts allowed and specifically prohibited for use within the system; o Contral

b, Assign account managers; | K | J Contol RELATED CONTROLS:
CONTROL NAME: o Contral A2, AUE.

I Valid Fram: 01012023
O ¥ AT_fwareness and Tairing Submrocess
CONTROL TEXT: (o] AT Control
Supportthe o ar2 Comrot ]
[s} ATt ool Tigger: Bate
CONTROL NAME: [s} AT2(n Controt
Account Management | Automated Temporary and Emergency Account Management

vl To: 31128999

Opesation Frequency:
~ MUI_Audit and Accountabilty o "
CONTROL TEXT: fe) A1 Significance: Standard Control
i e disable] accounts after [Assi izati i d o) a2 i Conird o Process 5.+ Conrol
AC_nccess Control AC-2(2) far each type of account]. 0 s
CONTROL NAME: S

Contsel Category: Trarsactionsi-Level Corerol

Nature:

4« » . Central Control _|_| Control Risks | Control Account Group | Central iELC . (3) & [« » [e] CA_Assessment. Authorizatien, Mensoring.

[h“]] Content
SAP Process Control and Risk Master Data Upload Generator Upload NIST Content as Central Controls

Management Starter Kit

INTERNAL — SAP and Customers Only 12


https://help.sap.com/docs/SAP_PROCESS_CONTROL

06 SAP Risk Management
Risk Category Owner

Authorizations can now be

granted on the Risk Category

Level and are inherited down the 2 x
Risk Category Hierarchy to all e ey
associated Risks. B

(i) No changes to role assignments allowed for the past
Roles

Show:| All v

Role Name Valid From Valid To User Inherited From

®) Operational Risk Manager
Organization Owner

Delivered Q4 / 2023

3390884 - Role Assighment on the Risk
Category - SAP for Me

INTERNAL — SAP and Customers Only 13


https://me.sap.com/notes/3390884
https://me.sap.com/notes/3390884

07 SAP Risk Management — Q1 / 2024 (delivered January 16t)

Trending Heatmap

, IQ A new heatmap was introduced
outlining the risk assessment

5‘ Q results in a visualization.

& [©) Deep Timeframe: Year v Year 2023 v RiskType:r Al

Show:  (2) Inherent () Resikdual () Residual Planned

Inherent Residual

Business

msgndcant  Minor  Modera  Major significard  Minor  Moderate  Major.

Impact Lavel Impact Lavel
Inherent Risk Level: O Low O Medium O High

Insgnicant  Minor  Moderate  Major

Residual Risk Level: O Low O Medium O High

Inherent, Residual and Residual
Planned are displayed in one view
next to each other.

Drill down to individual risks and
details is supported.

EX7  Risk Heatmap

Organization:  5GS @ @) Desp  Timeframa:  Yesr

All > Inherent Probability Level - Highly Likely, Inherent impact Level - Major
Inherent
Noae Costainy

i Highsy ity
§ v
B e
—

wgucant Moo Modems  Mapr  Cpaees
vgact Lavel

‘Bushess Inharent Risk Lovat: ) Low ) Medum O High
Cracal

£

W
AR

v Ve 073 v

Risk Type:  All

Holistic representation of risk trend
and associated evaluation over time
by including residual and residual
planned results. Increasing
transparency of mitigation
effectiveness and evolution.

~ ¥ Show Additional Fisids

Show (@) Inberent  (2) Residual (2] Residual Planned

Residual

Hear Certainty

Highly Liksty

sgniicant  Mnor  Madersis  Major

Residual Risk Lavel:

rosciLavel
Low O Wadium

Residual Planned

Business

gniicart Mnar  Modecale  Maler P
mpactLevel

High Rasidual Plannad Risk Levet: O Low O Medium High

Organization  Actity  Owner

Residual Planned Risk Level: O Low O Medium O High sGs RMPCSUPER

‘riba RMPCSUPER

Organization  Activity Ovmer Inherent Risk Level  Residual Risk Level  Residual Planned Risk Level = Inherent Total Loss  Residual Total Loss  Residual Planned Total Loss 7= Curency  Trend " RMPCSUPER

sas RMPCSUPER  High

Ariba RMPCSUPER High
SGSProjects  SAP GRC Implementation@SGS  RMPCSUPER  Medium
SAP GRC Implementation@SGS  RMPCSUPER  Medium

RMPCSUPER  High

RMPCSUPER High

High
High

Manage Cybersecurty Ariba
Manage Cybersecuriy Ariba

Mesium
Medium
Medium
Meodium
Hgh
High
Medum
‘SAP GRC Implementation@SGS Low
Medium
Medium
SAP GRC Implementation@SGS Low
Medium
Medium
Medium
Low

INTERNAL — SAP and Customers Only

Medium

EUR

Medium
Medium

23,000,000.00 EUR s

Medium

Medam
Low
Medum
Medium
Low
Medium
Low
Low
Low

Residual Risk Level
Masium
Medium
Medium

Resiiual Planned Risk Level T Inherent Tolal Loss  Residual Total Loss  Residual Planned Total Loss ~ ©  Cumency  Trend

Madium
Medium
Low

350,000,000.00 278,000,000.00 230,000,000.00 EUR
135.000,000.00 27,800,000.00 23,000,000.00 EUR A
0.00 000 0.00 EUR
Data Selected On: 12/18/2023 15:36:28
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https://me.sap.com/notes/3339458
https://help.sap.com/docs/SAP_RISK_MANAGEMENT/51bbedc6646d4ff5b35b9d883be390a6/28359c3eac6941e7bc1b749b7afbc983.html

08 SAP Process Control — Q1 / 2024
Integration with Unified Compliance Framework (UCF) [ reow

-
I

Common Controls Hub 1 Upgrade Now ' ? ._' @ marie-luise wagener-kirchner

Search Authority Documents Q Unique Citations 0 Mandates in Citations 0 De-duplication Factor 0%
Holistic integration of UCF and corresponding content [ ] s Common Conrols  KEY  OMandated  Olmpled O implementaten
SUBJECT MATTER

(authority document, citation, common control) into SAP

. . Show Selacted Documents as a List Create as many different Authority Document lists as you need. Some organizations have
P rocess CO ntro I by int rod uci ng a commohn contro I :lnj:::;r:::lnf set of mandates and additional requirements far different geographies or

Africa
objective that supports the aSS|gnmer.1t to existing Fentral . . et oty Docurents
and local controls as well as the creation thereof with R Fkare e mor At o St Drough o .y Goghy o
corresponding subsequent integration to SAP Risk P
Instant Access to Research

M an age me nt . International . Click the informaticn icon () next to any Authority Document or Common

i Control to learn more about it.
Middle East

North America Save your List

Once you have created your masterpiece, save your list. Next, use the list you
South America created to generate a Build and Custom Compliance Templates, if you
subscribed to them.

Analyze Control
Coverage

< W Manage Common Control Objectives » < w Common Control Objective = Search

Standard ~ Determine the incident severity level when assessing the security incidents.

1650
|||| Editing Status: Regulation: Requirement: Impact Zone: ~lR
1

— a Al & ] v;

~ =2 Impact Zone: Regulation: Source: Valid From:
Operational management for Improving Critical UCF Jan 01, 2023

" . Cybersecurity, v1.1
‘Common Control Objectives (1,235) Search Q| Delete Classification: Reference ID: Valid To:

i —3 Corrective Type: 1650 Dec 31, 9999
[ Name Reference ID Regulation Requirement Classification Validity Period Monitor and Evaluate Occurrences

Common Control Objective

for Critical Infrastructure Cybersecurity, v1.1

Monitor systems for Framework for Improving e je L Manitoring and Regulation Requirement

Manage Common Import Common inappropriate usage and 585 Critical Infrastructure Events measurement 01.01.2023 - 12.
Control Objecti Control Objecti other security violations. Cybersecurity, v1.1 Name Description
Determine the incident for DE.AE Anomalies and Events ‘Anomalous activity is detected in a timely manner and the potential impact of events is

F
severity level when i DE.AE and "
po ing the security 1650 gmca;mmre Events, DEAEA Operational management 01.01.2023 - 12. DEAE4 oot ol is 3

incidents.

Review and update Framework for Improving Monitoring and Controls
fa event logs and audit 596 Critical Infrastructure mﬂsum"‘ﬁem 01.01.2023 - 12.

logs, as necessary. Cybersecurity, v1.1 Central C




09 SAP Process Control
CCM — MCP Integration

Investment, Customer Value and Business Benefit

With SP14, respectively associated
4 Q notes, we have delivered the
@ % integration of Manual Control
Performance (MCP) and Continuous
Control Monitoring (CCM)

Look and Feel

Video:

With the existing CCM functionality Business users can now combine
based on data source and business & automated controls with manual
rule, the control logic is defined to Control Performance for a holistic

5 % generate exception data to be further representation of associated tasks
analyzed and used for manual control while automation is now supported
performance. to the extent possible.

SAP Process Control
M - MCP Integration

Adding Continuous Control Monitoring to Manual Control Performance | SAP Help Portal

INTERNAL — SAP and Customers Only
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https://help.sap.com/docs/SAP_PROCESS_CONTROL/f77342ea45c24d3f81032575e6f50d8b/47a7781a9a7844ee9dc74bd0a4b34cfa.html?version=12.0.14

Wrap-Up



Key Points to Take Home

Always check out the support pack notes as well as the
What's new section in our application help

Stay on top of innovation and benefit from our regular
enhancements

Set-up and test the innovations and provide sufficient end-
user training material to your community

Provide support in case of questions

Change management is your key to success!

18
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Where to Find
More Information

WWW.sap.com/grc

www.sap.com/about/trust-center.html

GRC blogs: https://blogs.sap.com/tags/237150e2-6555-4a16-
b49e-e93dbf1891da/

SAP GRC Community: https://community.sap.com/topics/grc

Take a look at:
On Demand Sessions to understand GRC and Security within the

context of SAP S/4AHANA On-Demand Sessions

In-depth Product Overviews with Use Cases and Demos On-
demand sessions

Follow us on Twitter:

#SAPGRC and #SAPFINANCE

Governance, Risk,
Compliance (GRC) and

Moving to SAP S/4HANA? Learn about ways Discover SAP offerings for GRC. Manage Governance, Risk, Compliance (GRC)
to deploy smarter security and controls cybersecurity, and privacy and Security with SAP S/4HANA
monitoring

“SAP Trust Center

Find the information you need on cloud performance,
security, privacy. and compliance

Our GRC Value Calculators that explore ROI:

SAP Access Control: https://bin.23khosting.com/sap-grc-value-calcs/access/

SAP Process Control: https://bin.23khosting.com/sap-grc-value-calcs/processcontrol/

SAP Risk Management: https://bin.23khosting.com/sap-grc-value-calcs/risk/

SAP Audit Management: https://bin.23khosting.com/sap-grc-value-calcs/audit/

SAP Business Integrity Screening: https://bin.23khosting.com/sap-grc-value-
calcs/businessintegrity/

19
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http://www.sap.com/grc
http://www.sap.com/about/trust-center.html
https://blogs.sap.com/tags/237150e2-6555-4a16-b49e-e93dbf1891da/
https://blogs.sap.com/tags/237150e2-6555-4a16-b49e-e93dbf1891da/
https://community.sap.com/topics/grc
https://event.on24.com/eventRegistration/EventLobbyServlet?target=reg20.jsp&referrer=&eventid=2293395&sessionid=1&key=2DCEB4F6CA9E130F3898D2F3263CC759&regTag=952235&sourcepage=register
https://event.on24.com/eventRegistration/EventLobbyServlet?target=reg20.jsp&referrer=https%3A%2F%2Fwcc.on24.com%2Fwebcast%2Fgroupregistration%2F2439029&eventid=2439029&sessionid=1&key=40F4965C337A47BD9E7C824232B8DC5E&regTag=1565590&sourcepage=register
https://event.on24.com/eventRegistration/EventLobbyServlet?target=reg20.jsp&referrer=https%3A%2F%2Fwcc.on24.com%2Fwebcast%2Fgroupregistration%2F2439029&eventid=2439029&sessionid=1&key=40F4965C337A47BD9E7C824232B8DC5E&regTag=1565590&sourcepage=register
https://bin.23khosting.com/sap-grc-value-calcs/access/
https://bin.23khosting.com/sap-grc-value-calcs/processcontrol/
https://bin.23khosting.com/sap-grc-value-calcs/risk/
https://bin.23khosting.com/sap-grc-value-calcs/audit/
https://bin.23khosting.com/sap-grc-value-calcs/businessintegrity/
https://bin.23khosting.com/sap-grc-value-calcs/businessintegrity/

Thank you! Any Questions?

Marie-Luise Wagener-Kirchner

Vice President

Chief Product Owner - GRC Solutions PCE / OP
T +496227777679 M +4915153858976
marie-luise wagener-kirchner@sap.com

SAP SE
Dietmar-Hopp-Allee 16, 63150 Walldorf, Deutschland

Marie-Luise Wagener-Kirchner
VP, Chief Product Owner SAP Governance, Risk and
Compliance Solutions (GRC)

SAPd

Paul Petraschk

Product Management Expert
Product Management Finance & Risk
- GRC Solutions

SAP SE

Phone +49 (0)6227/756751
Mobil  +49 (0)160/4703352
Mail Paul.Petraschk@sap.com

Please remember to complete
your session evaluation.
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Follow us

www.sap.com/contactsap
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The only warranties for SAP or SAP affiliate company products and services are those that are set forth in the express warranty
statements accompanying such products and services, if any. Nothing herein should be construed as constituting an additional

warranty.

In particular, SAP SE or its affiliated companies have no obligation to pursue any course of business outlined in this document or
any related presentation, or to develop or release any functionality mentioned therein. This document, or any related presentation,
and SAP SE’s or its affiliated companies’ strategy and possible future developments, products, and/or platforms, directions, and
functionality are all subject to change and may be changed by SAP SE or its affiliated companies at any time for any reason
without notice. The information in this document is not a commitment, promise, or legal obligation to deliver any material, code, or
functionality. All forward-looking statements are subject to various risks and uncertainties that could cause actual results to differ
materially from expectations. Readers are cautioned not to place undue reliance on these forward-looking statements, and they
should not be relied upon in making purchasing decisions.

SAP and other SAP products and services mentioned herein as well as their respective logos are trademarks or registered
trademarks of SAP SE (or an SAP affiliate company) in Germany and other countries. All other product and service names
mentioned are the trademarks of their respective companies.

See www.sap.com/copyright for additional trademark information and notices.
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